4 WAYSTO

STAY SAFE
ONLINE

1. Watch out for phishing

Cybercriminals are very sneaky,
double and triple check before you

click on a link, make sure the URL is
authentic. It's easy to get duped.

n 2.Update Your Passwords

‘ Never use the same password for
‘ multiple accounts. Change your
{ co®°®?® ¢ 3 password often. Use a password
manager.
3. Enable MFA

Multi-factor identification allows you
to add another layer of security.
According to Microsoft, MFA is 99.9%
effective in preventing breaches. i,

¢

4. Activate automatic updates
Updates contain patches that fix

security vulnerabilities. By not
updating, you're basically leaving the
door wide open for cybercriminals to
walk right in.
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