
CybersecurityCybersecurity
BlueprintBlueprint  

A printable, shareable resource
for your online safety 



How to use this blueprint:

Print out each poster. 
Put one in visible sites around your office. 
Move posters often to avoid boredom. 

1.
2.
3.

Note: Each of these guidelines is a verified, proven strategy to
avoid falling prey to phishing attacks. 



Verify senders' email
addresses before
opening an email

scammers send bogus email
address lookalikes with

subtle differences. 
always check the domain

Before opening. 



safe links
start with
 https:// 

if there's no 's', they
pose a threat. 



And install your
updates. 



It's not slacking. 

IT's safety. 



Updates have crucial
security patches to

keep hackers out.

Take a break



 don't click on
that pop up.  

It's the fastest way to
accidentally download malware.



The Dark Web is full
of... 



your old passwords. 



Always create a NEW
unique password for

each account.  



Your blueprint for resilience.

479-434-1400      info@kirkhamirontech.com
Schedule a meeting with us!

We offer a free cybersecurity risk assessment to
companies and individuals. Contact us today to
schedule a free 30 minute call with our team of

cybersecurity specialists. 
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